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Introduction  
SOS Children’s Villages UK (“the Charity”), is committed to ensuring that its staff, 
community, operations and all affiliated parties operate to a lawful and high standard. We 
work to keep families together, provide alternative care when needed, support young 
people on their path to independence, and advocate for the rights of children. Together 
with donors, partners, communities, and governments, we lay the foundations for a 
brighter future. This is reflected in our core values of: Courage, Commitment, Trust and 
Accountability.   
  
1 Purpose of this policy  
1.1 One way that the Charity remains committed to its values is by ensuring that its 
policies and procedures remain robust. This Data Retention Policy seeks to ensure that 
the charity and its staff and operations, provide detailed processes as to how the charity 
handles and retains its data. These are outlined below:  
  
1.2 This Data Retention Policy has been approved by the Board of Trustees (the Trustees) 
of SOS Children’s Villages UK.  
  
1.3 The Data Retention Policy will enable the Charity to comply with the requirements of 
data protection legislation. Furthermore, this policy will enable the Charity to manage and 
track documents and assist in providing openness and transparency to the public.  
  
1.4 The Data Retention Policy is required to support the organised creation, retrieval, 
appropriate storage and preservation of the Charity’s essential records. In addition, it is 
essential to support the appropriate disposal of documents with no continuing business, 
legal or historical significance.  
  
1.5 As a Charity, the actual period for records to be kept will depend on several factors, 

including:  
• legal requirements (such as The Data Protection Act and the Independent 

Commissioners Office).  
• storage costs.  
• the Charity’s need to access the document.  
• historical value.  
• industry standards or best practice.  
• archival needs (permanent preservation).  
• decision by senior management (in the absence of guidance on the above).  

   
2 Scope of the Policy  
2.1 This policy applies to the following:   

• SOS Children’s Villages representatives: anybody representing the 
Charity in a paid or unpaid position. This includes staff, volunteers, trustees, 
consultants and contractors. 
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• Associates:  anybody that works in collaboration or partnership with the charity. 
This includes member associations of the SOS Children’s Villages Federation, of 
which the Charity is also a member.  

  
2.2 This policy encompasses:  

• records created by or on behalf of the Charity and staff in their duties for the 
Charity.  

• records received by any member of staff in the Charity.  
• hard copy and electronic records including Internet and Intranet sites, databases, 

emails, films and videos.  
  
3 Data Protection  
3.1 This policy will ensure that the Charity is complying with applicable data protection 
legislation (such as The Data Protection Act and the Independent Commissioners Office), 
which requires that we do not retain personal data for longer than is necessary.  
This policy complies with the UK GDPR key principles of:  

• Lawfulness, fairness and transparency  
• Purpose limitation  
• Data minimisation  
• Accuracy  
• Storage limitation  
• Integrity and confidentiality (security)  
• Accountability  

  
3.2 To comply with the principles of data protection legislation, the Charity must:  

• only keep information for as long as there is a business need.  
• keep records secure, whether electronic or paper.  
• ensure records are retrievable and easily traced.  
• allow a person access to information held about them, should they request it.  

  
3.3 It follows that the Charity must:  

• destroy papers and electronic data for which there is no continuing business need 
and send papers that cannot be destroyed to archive for as short a time as 
possible.  

• keep data secure while it remains in any office.  
• keep track of where information is stored.  
• continue to apply these good practices to avoid stockpiling papers in the future.  

  
4 Policy  
4.1 All records received on behalf of the Charity as part of its business will be its property, 
which may be disposed of or released as the Charity sees fit or as required by law. 
Originators and owners’ rights will be fully respected in accordance with relevant 
legislation.  
  
4.2 All records created by or on behalf of the Charity belong to the Charity. This includes 
any rights or copyright in the context, except where specifically provided under copyright 
legislation.  
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4.3 Responsibility for inputting and maintaining records lies with the relevant Director of 
each operation as the information asset owners. Responsibility for disposing of archive 
records within the relevant timeframe lies with the Data Protection Officer. It is the 
Directors and Data Protection Officer’s responsibility to ensure that complete and 
accurate records are maintained and retained in line with relevant legislative 
requirements and agreed best practice.  
  
4.4 Responsibility for managing and tracking records lies with the relevant Director who:  

• Will determine if a file is no longer required for current business usage, which can 
then be added to the archive.  

• May choose to retain records for longer than the indicative periods given in the 
retention schedule, for example, if they consider records to be of significant 
historical value or if the issue they are concerned remains ‘live.  

• If retaining records for longer than the indicative periods in the retention schedule 
should also ensure that they maintain a sufficient audit trail that justifies their 
decision.  

• Should ensure that records are maintained in an orderly fashion.  
  
4.5 Responsibility for archiving and disposing of records lies with the Data Protection 
Officer who:  

• Will oversee the secure storage and retrieval of archived records, ensuring they 
are accessible when needed while also being adequately protected against 
unauthorized access or loss.  

• Will establish procedures for the secure and permanent disposal of records once 
they have reached the end of their retention period or are no longer needed for 
legitimate business purposes.  

  
5 Record Keeping  
5.1 Records will be reviewed against the record retention schedule on an annual basis by 
the Data Protection Officer. Records that are approaching or have passed their retention 
period and have no current requirement to retain the information (such as current or 
pending legal action or complaint) will be presented to their information asset owner for 
confirmation that disposal should be undertaken.  
  
5.2 A record will be maintained documenting, as a minimum, the record type, name of the 
record, any further metadata that will enable subsequent identification of the record 
being disposed (e.g. date range); date of disposal, authorising officer name and role.   
  
6 Secure Disposal  
6.1 All deleted records will be disposed of in a secure manner. In the case of paper 
records, these will be shredded, and all information passed through confidential waste, 
which is then disposed of in a confidential manner. No shredded paper records will be 
passed through the general paper disposal process.  
  
6.2 In relation to electronic records these will be deleted and the recycle bin emptied or 
by deleting and reformatting the drive of the computer the file is held on.  
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SOS Children’s Villages UK  
RETENTION SCHEDULE 
 

Type of Information  Retention Period    Data Owner   

Supporter Personal 
Information  

Our business need will determine the 
length of time for which personal 
information will be retained.  
Information connected to donations will be 
retained until seven full financial years 
have elapsed since a donors’ last gift AND 
seven full financial years have elapsed from 
our notification of their death (in line with 
our gift aid retention). Thereafter all data 
relating to the data subject will be deleted 
or anonymised.  
Supporter data held in third party 
platforms will be retained until seven full 
financial year has elapsed since a donors’ 
last gift.  
Exceptions: The name and address of 
people who ask not to be mailed will be 
kept for as long as necessary to ensure that 
they are not mailed again.  
The records of Donors who have expressed 
an interest in leaving a gift in their Will to 
SOS Children’s Villages UK will be retained 
until they expressly state that they will not 
be leaving such a gift or until seven full 
financial years have elapsed from our 
notification of their death. This will enable 
us to identify the correlation between 
expressions of interest and subsequent 
actions.  
Information required for the purpose of 
legacy administration will be retained until 
seven full financial years have elapsed 
since the full Legacy gift has been 
received.  

Senior Management 
Team and Data 
Protection Officer  

Financial Information – 
including:  
records of banking 
transactions,  
tax records, audits.  

Retention period ranges from between six 
years to ten years from the end of the 
Financial Year in which the transaction was 
made, in line with  
regulations.  

Director of Finance and 
IT  

Gift Aid records  

Retention of record for seven years after 
the end of the financial year in which the 
final transaction from the donor took 
place. If the individual is still an active 
donor, the record/declaration of eligibility 

Director of Finance and 
IT  
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for Gift Aid will be retained for the lifetime 
of their giving.   

Details of Injuries or 
Accident 
Reports/Records  

Six years from time of accident occurring.  Office Manager  

Recruitment 
Information for 
Unsuccessful 
Applicants: Job 
Application Forms, CV’s, 
other details including 
interview notes  

Six months after unsuccessful applicant  
notified of outcome – Equality Act 1980  Office Manager  

Personnel and 
employment records:  
• Job description and 
terms & conditions  
• Appraisal records, 
objectives, performance 
reviews or targets 
agreed  
• Development/training 
needs and records of 
completed activities.  

Six years after employment has ceased  Office Manager  

Pay, payroll and 
benefits information 
(HMRC requirements)  

Seven years after employee has left 
employment – Taxes Management Act 
1970  

Office Manager  

Wages, salary, expenses 
and overtime  

Seven years – Taxes Management Act 
1970  Office Manager  

Redundancy details  Six years after employment has ceased  Office Manager  

Life assurance  Six years after employment has ceased  Office Manager  

Records of pension 
contributions deducted  

Seven years after employee has left 
employment – Taxes Management Act 
1970  

Office Manager  

Statutory Maternity pay 
records, calculations or 
certificates  

Six years after the end of the tax year to 
which maternity period ends  Office Manager  

Statutory sick pay 
records, calculations, 
certificates and self-
certification  

Six years after the end of each tax year  Office Manager  

Case studies (stories of 
beneficiaries) that are 
not in the public 
domain  

From five years after consent expires  
Director of 
Communications and 
Brand  
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Insurance policies, 
claims and 
correspondence  

Seven years after lapse or after settlement  Office Manager  

Employers Liability 
insurance certificate  

40 years – consistent with Employers 
Liability (Compulsory Insurance) 
Regulations 1998  

Office Manager  

Accident Reports and 
Correspondence  Six years after settlement  Office Manager  

Trustee minutes, 
minutes of general 
meetings and other 
resolutions  

Minimum 10 years from the date of the 
meeting or from the date of passing a 
resolution  

Company Secretary  

Annual accounts and 
annual review  Permanently  Director of Finance and 

IT  

Health and safety 
records  

Six years for general records (and 
permanently for records relating to 
hazardous materials)  

Office manager  

Contracts with 
customers and 
suppliers  

Seven years after expiry of termination of 
the contract  

Director of Finance and 
IT  

Leases  
Twelve years after the lease and liabilities 
under the lease have been terminated – 
Limitations Act 1980  

Director of Finance and 
IT  

 


